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How much do you know about fraud?
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Why are fraud rings running rampant?
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% Losses Due to Fraud %
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. According to statistics, in 2023, the Taiwanese public .

encountered approximately 38,000 cases of fraud, with |
the total amount exceeding NT$8.8 billion. The most
common tactic encountered was SMS phishing, but the

easiest scam to fall for, the #1 scam in the scam rankings,
was the fake investment scam.
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Victim sees investment
tips on  Facebook,
Instagram, YouTube,
or SMS, and adds the
poster as a friend on
LINE.

AR SRR P S
Fake customer service
group provides links to
investment website,
promising high profits
based on quantitative
analysis.
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Victim remits money to an
unknown individual’s
account or a dummy
account with the name of a
construction materials
company, tea shop, or
enterprise.
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Upon trying to withdraw
earnings, victim is met with
refusal, required to pay a
deposit fee or taxes, or the
site shuts down.
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Fake Investment
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Fake investment scams are often masterminded by fraud rings masquerading as
celebrities or investment gurus. Scammers contact victims through the Internet,
then use buzz words like high profits, steady returns, and zero risk to pressure
the victim into investing in stocks or virtual currency. The victim registers on a
fake transaction platform and makes remittances to the fraud ring’s dummy
account. The scammers then use various pretexts to prevent the victim from
withdrawing money, resulting in the victim being scammed.
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Goldman Sachs App - Scam Pitch (Image 2)
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Goldman Sachs App - Scam Pitch (Image 4)
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OO Investment Co., Ltd.

W % & NO.1121116
Receipt

¢ERE 112 # 11 A 16 H

e 2 /) #
Recipient: Ms. Wu
ERAR)NEY BEXREE TR

Amount: Four Million Seven Hundred Forty
Thousand New Taiwan Dollars

NT$ 4,700,000
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Payment Method CIRemittance v'Cash [ Other

SHEH EOWE BSE ggﬁﬁﬁ A




VN

S

9

> BBRERERZ "3T8

Golden Rules for Combatting Investment Scams

I FEFREERGFMB LHEFT TR

Never believe random online investment tips

- FEFRRERABZTLEBRHE
Never join a random investment platform

3 W R RME AL FERM -

Never obey other people’s instructions to remit money ) .

>V<
R 425 Keywords :
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Guaranteed profits, steady returns, zero risk

JJ'* F,E;ﬁ; It’s a scam!
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Fake imvestment scam news report
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Cancel installment payments? Don’t get scammed again!

B ERAZF
ip 7T & ITATM
Never listen to any
phone call
instructing you to
operate an ATM.

here was an error processing your online purchase. The bank employee

Ny I Pitch 1
m PREREPEAE NS BAFARRTL2 I ATMHAFE 25K 2o
calls with instructions on how to cancel and remove settings at an ATM.
== Pitch 2
?ﬁ ATM3E (45 335 A4 I 2 [ 1A F BbR 3 Bl > ¥ 4 oghiic R
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There was an ATM operation error. Withdraw your savings and buy
ca gaming points at a convenience store, then tell the caller the point card
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code.

22 = Pitch 3
FEELER BRI RGBT RI B P @
C

The product has a defect. Fill out the faxed return form, including
Scam your credit card number and authorization code, then send it back.
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Identifying the Cancel Installments Sce

u*%ﬁ%ﬁ?#i
Scammer 1nﬁltrates e-commerce
site database and steals personal
information from shop
transaction records

ORI HIAMBEE IR AR
FTRAEﬁ%%%ﬁ?ﬁ
Using a +886 spoofed phone

number, scammer impersonates e-
commerce site or bank customer

5B F ’333&1 ;'JJF

Because the scammer has obtained
the consumer’s transaction records,
they can use the following scam
pitches to trick the consumer and
gain the consumer’s trust:
Lk = & 3 i/ A%
Mistakenly set wup installment
payments
2.3 B VIPF 87
Mistakenly upgraded to VIP
status, requiring a fee
3TE X T
Error in order settings
43K 2 Eioi
Mistakenly set up bulk discount

FIEATM
ATM operations

FiepBAF
Online banking
operations

RLY SpvEhikc
Purchasing gaming
points
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ATMs cannot cancel installment payments. Can an “online banking money transfer interface”
do it? |
AR RAR S AR WAPATME & { QRN RAFRE - T5hE RS pEgg > 2 T |
;;lzﬁmex N L, EHRFS Aé%pA,o ;
More and more people are moving away from physical ATMs for conducting money transfers | |
and opting for the convenience of online banking. Fraud rings have seized this opportunity to
put a new twist on an old scam, causing many people to be tricked.

#AEA FOo RTHIBEIR T+ 358 A2 I B KRT - LT

T +8864E e RN B EELAS | ek o “f LA ATM'X 2 ORRLELIT S L7 f3
FEITE R AT e AT I
Be aware, if an incoming phone call displays a number beginning with a “+” sign,
it indicates that the call is coming from outside the country. There is no “+886
(local phone number)” format for domestic calls. Furthermore, ATMs and online
banking platforms have no function to cancel orders or reverse duplicate
charges i N Y

BITRRBBCEE ]S 0 F2 THEITIESE Fr,ﬁﬁjg NAEE R
If you receive a suspicious phone call, please exercise caution and 1mmediately call
the 165 Anti-fraud Hotline for verification &
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3 Golden Rules for Combatting Cancelling Installment
Payment Scams
I -BEAFETIPERARRTFIRRBEL -
If you receive a phone call from someone claiming to
be e-commerce customer service personnel, heighten
your vigilance!
20 FEF RIS W ASARITATM « RB AT SRR &
B -
Never obey instructions to conduct ATM or online
/ banking operations or to purchase gaming points.
A FFBREH T L2 EMTREBT A o (RKA)
Never divulge any information printed on your credit

card (e.g., authorization code) to other people. /
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How do fraud rings obtain your bank card (passbook)?

9 B % @ B A
Romance scams Fake loans
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Rental accounts anceliing

installment payments
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Fake job offers Government agency
Impersonation

FREGL R

Big reveal of real cases
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| Cancelling Installments
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I made an online purchase, only to be called by
a fraud ring. They claimed there was an error
with my order and said | needed to mail them
my ATM card so they could reverse the
duplicate charges. I mailed them my ATM
card as instructed; subsequently, my account
was flagged and | realized I’d been scammed.

& & B B B B B B B B B B B B B B
MétF mE 4% ﬁi‘ﬁ%&\#? ~RAF
Keywords: order error, cancelling installments,

ATM card

National Police Agency, Ministry of the Interior
Criminal Investigation Bureau
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"M" /74 Don’t give your bank account to anyone! 1
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Real Cases of Dummy Accounts

Ei% IR i
Government Agency !
\ Impersonation ‘
ABREED PRERTRT T L £
PR AED > B kT R RBTEERL
TOBRABZ AR TEHFREBBAGERTZ
AR RARL RS 2 RACLES, LT
it EEEET A 0T
I received a phone call from someone
impersonating the household registration office.
They claimed that someone had stolen my ID and
applied for a household registration transcript.
Later, I was called by a fake prosecutor and fake
police; they said I was involved in a criminal case
and pretended to assist me in deferring execution
and handling the case assignment. They required
me to place my bank card and password on the
roadside. Subsequently, my account was flagged
and I realized I’d been scammed.

Mk mE BT -BET ~ER - £pH
Keywords: household registration office,
prosecutor, police, bank card
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Real Cases of Dummy Accounts

CES
Fake Job Offer

ELIEES Y R B FiE Y L ER R
4 5 13447 $3 LINEWR 518 313 :ﬁi"—-@ ﬁ*’a—ﬁ’}ﬂ? i
RPRFTRE ) R RABERT FOERELE S &4
BUHER ) TR AR Y AP R IIRF G B
LINEZ fr& g+ %8 SR> Y ,ﬁ% Gl @ R
SRS P RE S A

I was job hunting, and I saw a work from home
opportunity advertised on Facebook. After I added the
recruiter on LINE, they claimed they wanted to remit
the materials fee to my bank account, and needed me to
mail them my bank card so they could verify that I was
the actual account holder. I went to the convenience
store and used store-to-store shipping to mail out my
bank card. I also informed them of my bank card
password on LINE. After that, they never sent me the
materials for the work from home job, and my account
was flagged, which finally alerted me that I’d been

YR TT-T s R —————
Mats RB - RER1 -~ &fF ~LINE- B3R
Keywords: job hunting, work from home, bank
card, LINE, store-to-store

‘[f zg%ﬁﬁﬁv =
sag WEE LT Don’t give your bank account to anyone! 65;.%%

National Police Agency, Ministry of the Interior
Criminal Investigation Bureau

' BR A x
» Fake Loan |

AuhE I FHFTARRARL T TP e HLINE
ID» 3 #0100 pt 2 & 2. & K4 ALINE » ﬁ"‘ P4
ﬁﬂﬁ#?#’ﬁﬁiﬁﬁﬁkﬁ69$ﬁﬁﬁ
RREUAFEEF > ATRELFTRELPRERF
RERA 2B EF I E LS

I was on Facebook, and after seeing an advertisement
about capital needs, | left my LINE ID. The scammer
added me on LINE, using the name “O0 Financial
Management Company”. They claimed they would
assist me in getting a loan. But first they needed me
to provide my personal online banking account and
password to increase my loan approval rate. |
provided the online banking account and password
for the account in my name; afterward my account
was flagged and | realized I’d been scammed.

I — — — Te— G— v wm—- St — — S— — — — — .

MatF J A~ EF - PEHAF - LINE
Keywords: loan, approval rate, online banking,
LINE
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Real Cases of Dummy Accounts

B i
Romance Scam

AEINAERMLITAHART > FRETYRE S &R
¥ % &MAFALYEF % 0 LR EAH "
BErRZR2EFEPRE A N4~ 29700060
LINE » f£# £ %k & § > 000& Af i+ 2 2/
FoudapeAang o fAmEcRETS ] BELY
FEHh

I received a phone call from a friend working overseas,
claiming they wanted to come back to our country and
buy a house. They wanted to remit US$50,000 to my
account so | could house hunt. But they said money
remitted from overseas needed to go through the
foreign currency office and asked me to add OOO,
who was supposedly staff at the foreign currency
office, as a friend on LINE. OOO asked me to mail
them my bank card and password so they could assist
with the remittance. When my account was flagged, |
finally realized I’d been scammed.

b2 mmmr emme Wz e mmRm D S o G= IEEI os= Ammd B mmwa A= W

B4EF R PP ~ A ~FE i+ - LINE

Keywords: overseas friends, foreign currency office,
ATM card, LINE

\\l/

2 EEES

National Police Agency, Ministry of the Interior
Criminal Investigation Bureau

SRR T YT UL WP
Don’t give your bank account to anyone! 1655:%»550

' d R tE
. Rental Account

AaFAME FI- RIREY o R BEEN AN
DA RN E&F K WENRPRH
o BHEEY LLINE AR EADERF X3
RAEHD > F P REERTRBLCIAREEP
4 RAE S ARET o

I saw a post in one of my Facebook groups about
gaming cash flow rental accounts. As it happened,
I needed cash, so I messaged the person and
subsequently added them on LINE. I gave them a
total of 3 bank cards. Furthermore, I provided my
bank card passwords. Later, when I tried to
withdraw money, I discovered that the accounts
had been flagged.

MaEF:diamte® -« £+ - LINE
Keywords: rental account, bank card, LINE
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Online Shopping Scams
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National Police Agency, Ministry of the Interior
Criminal Investigation Bureau

:fgf%lﬁiﬁé f1* $B % - F2Id 4 LINE Haicts = 4 2% BEdle

p}g;’l g\ Hoh PAY ~ BEF 2358 gt.gc?i ) ;\ s’gf?‘ Q5 After payment, the ;el!er ignqres

Scammer posts on so‘c'i‘;l platforms Conducts transaction via online messages, and the victim realizes
remittance, cash on delivery, LINE they’ve been scammed.

pretendm,g to Sef“ various pm,du“s PAY, purchase of gaming points, etc.
and entices victims to inquire.

-4 l-'.
’
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Only choose reputable stores and platforms that provide third party payment channels.
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SCAM E
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Independent Suspension System

Super Strong Aluminum Alloy
Off-Road Extra Large 4WD RC
Truck, Super Tough RC Off-
Road Battery Charger Outdoors
Rock Climbing

2t R 1
- Sale Promo I
1 1L

St

Only 61 remaining Ends in 07:28:31
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LDav Monev.

Free Shipping

Cash on Delivery  Back Guarantee

W

Photos and Details Order Inquiry

CEE R
Onlime Shopping Scams

- PRy R L P
Characteristics of Landing Page Ads

PRl F Ll 2@ 8 s BRTFE(RRARR) TR
g -

Characteristic 1: Webpage does not list the company’s address or
customer service phone number (or no one answers the phone); only
an e-mail address is provided.

P28 BT (T .
Characteristic 2: The selling price is markedly lower than the retail price. |

PRSI U A R gl R R
Characteristic 3: Frequently uses time limits or countdowns to attract
customers.

PHALEY BT EF D TII R -
Characteristic 4: Free shipping, 7-day money-back guarantee, allows
box -opening to inspect goods.

BHS TR PRI ASR S (R 2 s A R
b &)

Characteristic 5: Only accepts cash on delivery or credit card
payments (using a credit card has a risk of incurring fraudulent

charges).

FHGRET ~ 567 A F LRt At g My 2
FHE) |
Characteristic 6: Generally uses a mix of traditional and simplified
Chinese characters, or uses mainland Chinese wording (e.g., £ £%, £8
FoAEED).

Criminal Investigation Bureau
ZEAHI
Payment Methods
o UNMIR

Cash on Delivery

wE visa 535 @
Credit Card
-
(WBEE2377EW) Alphal Pro S0W
S BT IRLRITIE A
/3t
s 1 Pro RC Smart Visual

Programming Robot

1-year " “warranty' " against
quality defects: free exchange,

free return shipping ne

Official mailing
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3 Golden Rules for Combatting Online Shopping Scams:
L8F S AREZAE A2 AANTARHRLER -
When you see a celebrity endorsement, verify that it is the actual celebrity
or their official social media account.
2REEBRFEHLMET R EHRBTR= S 2 2 W SR
hERE -
To protect your rights, only choose online retailers with a trustworthy
reputation, and choose e-commerce platforms that support third-party
payment.

3.8 % i% 1§ LINE - FACEBOOK ¥ N,
BERPTHELS > <

Avoid conducting transactions through private

messages with the seller on platforms such as LINE and Facebook

N
]%Jﬁmwm%#m%ﬁ \\/
Video on e=Commerce scams
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———— Scammer invents various reasons for = i
FHAIEPR E LWL LAPP wanting to mail the victim a package :ﬁzmr‘;‘e;ir\'/ apistes. andlncvetieRaiants
AFEMEBE P e % - #  containing their savings, pension, and other gaii
Scammer poses as a handsome ~ Nl valuables. They beg the victim to accept
man or beautiful woman on dating package for safekeeping. . ;
apps and social software, then . |
randomly strikes up conversations ‘
and adds people as friends
STEP STEP scam P I
[ E j
&
z %
s
FAERP EF (F) - Bob1pFrEasid { . fri &
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5!’”’ Scammer claims to be a successful person, such #\;y;_ AR EFFR B AR
A 5 as an officer/medic on the battlefield or an S Caiiie e Y A Rt shadatiie

engineer working overseas. ‘ £
port or airport and requires a customs fee,

National Police Agency, Ministry of Every day, they ask about the victim’s health f !
the Interior : handling fee, etc., and uses this pretext to
L S and refer to them as baby, love, hubby/wife, etc. N N
Criminal Investigation Bureau successively demand that the victim make
remittances as quickly as possible within a
brief period.
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[Falke Romance Scams
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4 Stages of a Fake Escort Scam 3 Characteristics of Victims
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National Police Agency, Ministry of the Interior -
Criminal Investigation Bureau
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SMS Phishing

© P AEERFTaNEsmE R )*J%{ T A T, RS BT 25 kAL SR
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Currently, the most prevalent scam tactic is SMS Phishing. Fraud rings exploit the internal
mechanisms of two major mobile phone SMS transmission systems, iMessage and RCS
(instant messaging), to transmit messages. The message content includes notifications of
eTag fee nonpayment, overdue water or electricity bills, or bank account security issue
resulting in account closure, then provides a link to a fake official website set up by the fraud
ring. Scammers wait for victims to click onto the site, where they are guided to input
personal information or account numbers, or conduct other operations. After obtaining
personal information, they continue to guide the victim to conduct operations, finally they
fraudulently transfer funds from the account or make unauthorized credit card transactions.
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RCS SMS Scam
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Other Fake SMS Scams

2 FHianp
W  Fraudulent SMS Alert

el 1
Recent Fraudulent SMS (Pattern 1)

BOTREERT
Friendly reminder from Far EasTone

PER R AR TG R ¢ 5340f A #at 4
PRIH W R R R LR

MEhT B S4B 2023237 25 [ chif @ 4 & http://www.chtcom-vip.com

JFI5550, %02 B fE P N FIH, G @A BB R B R & Lipcis dha AT B
gﬁgr 5 728 B [P SR T R ¥ e Chunghwa Telecom: Member rewards reminder:

https:/Aww.fetnete.cn Your account has 5340 points expiring today.
o -El;;ir-ié. ﬁﬁ#} Expired points will be lost. Please exchange your
3 i

Dear customer, as of March 25, 2023, your F-Coin points for rewards immediately:
balance is 5559. Your coins will expire in 3 days. To http:/www.chtcom-vip.com _
avoid losses, please exchange your coins for rewards Reply “1” to activate the reward link
immediately.

http://www.fetnete.cn

Reply “1” to activate the reward link

MG A R v

Scam keywords: activate link, account, reply
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Fraudulent SMS Alert

THEF AL 2
Recent Fraudulent SMS (Pattern 2) |

AR PR o] BhlllE BT RE & L

& 3R 2880 &~ , 3 112/04/05 % M

& https://infirj.vip/w R 1B 4o 3 £ 3 FhEET PFFEA R
Notification of overdue vehicle fuel fee Your Pi_jg.os 16 2"?‘;3‘; R A

2022 vehicle fuel fee past due amount is . "",l e ,
NT$2880. Please pay by April 5, 2023 4 ﬁ."lif'llMessageéf%’%‘h R
https://infirj.vip/_Reply ”1” to begin link Apple users! Please immediately update
e to iOS 16.2 or higher to avoid receiving

fraudulent SMS in iMessage.

FHEET R EE R RMP - BEIY - TRER T
Scam keywords: telecommunications operators, request -’ j- . /7_
fee payment, points expiring, vehicle fuel fee
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. Fraudulent SMS Alert

WRATEE A B ke g
@ Filter SMS from unknown senders

KEISHL »THET TALER, REPE THBRATHEFEL | o
Settings > Messages, scroll down to “Message Filtering”, then turn on “Filter Unknown Senders”
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Reporting scam or spam SMS
ERLIIAY O RAFEAL  RUB-T TeHREBRL ) ek FRALFIRLARE-T
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In the message list, tap the spam message, then tap “Report Junk”. If you already opened the message,
please tap “Report Junk” at the bottom of the message, then tap “Delete and Report Junk”.
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Source: iPhone user manual Dttps://support.apple.com/zh-tw/guide/iphone/iph203abObe4/ios
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Watch out for fraud rings impersonating famous fast food restaurants and drink
shops and sharing coupons or instant coupons, which are actually phishing links
for malicious attacks!!

ol TLEhd § ¥ T3 $URBRR 2 S5 f R

Look out! Counterfeit McDonald’s instant coupon—is it a limited time sale or a
fraudulent phishing website?
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Recently, members of the public have seen advertisements for this type of
promotion online, and been guided to enter a page that is designed to resemble the
McDonald’s website. The site attempts to trick people into entering their personal
information, credit card numbers, authorization codes, and other information in
order to make fraudulent charges! In addition to being wary of unknown SMS
links, you must always verify whether the official URL is correct, and never input
personal information without due consideration!
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If you receive a suspicious message like this one @

1~ & & # Verify first!

2 ~ % & % Do not share

3 ~ -1 F Quickly report

NEGESRIERES Rl EE YN

The verification checkmark indicates a verified official fan page @)
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You Can’t Trust Your Eyes
Precautions Against Al Deepfake Technology Scams

 FREVHMERIFEMTOEEFR 0 A gRA RN PEPN T REAOE 0 FG
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The rapid development of deep learning technology models has greatly enhanced the
efficiency of producing high quality counterfeit content. Deepfake technology has
become easier to acquire, counterfeiting time has been shortened, and the thresholds for
obtaining this technology are getting lower. In the modern era, due to the advent of Al, if
you receive video calls or phone calls from friends, relatives, or strangers asking for
loans or demanding remittances through intimidation, you should attempt to contact the
friend or relative using other methods, and you should maintain multiple contact
channels. You can also call the 165 Anti-fraud Consultation Hotline to verify.
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無聲來電_喂一聲_聲音被偷.mp4
●AI變臉防詐宣導影片 .mp4
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Fraud rings also have new tricks.
Nowadays, if your family receives a
post office notification, it must be
carefully verified.
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Does the mail contain the sender’s full name and address? = nlw‘ : .
AN F e R g | [ maas esrws saem

Does the package have a postal barcode?
ANFRT ERELBEErH
The post office will never provide a mobile phone number for you to
call back.
AN R YRR R REY
The Chinese word for “shipping” used by the post office is #<¢£. The
post office never uses the word fiz i%.
B¢ EEFEGE At T
Chunghwa Post postal service office expresses that:
AEE4rkig ik AL A ERATEF LA > 7 £ IR
fo it 4
If the case of unsuccessful delivery of a package or mail, the post office
will prioritize contacting the sender. It will not contact the recipient.
A4rb B FTREEARBE > L REFEAHTI P THE AT
&S i#%*ul% RN S S
If the post office truly needs to leave a contact phone number, it will
only leave the post office’s local number, which will never be a mobile
phone number. The public is warned to be vigilant and beware of
scammers!
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BEINFHRPL?
The victim is also the villain?
Accomplice? Dummy account?

e FEER

Beware of scammers
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Serving as an “Accomplice” to a Fraud Ring in the
Name of Part-time Work |

c 1B P EBRRERIEFTEZRATRAA DI AT AL FURBR L LN £ o
The fraud ring has young people impersonate court clerks or court enforcement personnel and sends them
to the victim’s house to collect money in exchange for a commission.
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The fraud ring has young people carry bank cards for multiple dummy accounts. As soon as they are
notified of a victim’s remittance, the young person immediately uses the corresponding card to withdraw

money from an ATM.
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Example case from the news: 18- Year Old Fraud Accomplice Claims She Did It to Reduce Her Financial
Burden as a Single Mother She says, “Being an accomplice was easy and the profits were high, so I went
online to search for opportunities.” On the orders of the fraud ring, she traveled from Taichung north to
Keelung, where she tricked an elderly woman into believing she owed a large amount in overdue
telecommunications fees and needed to turn her savings account over to prosecutors for monitoring. The
scammers obtained the cash, and within 24 hours the police arrested the accomplice, who was brought

before a judge and transferred to the court on suspicion of fraud.
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What 1s an Accomplice?

* LitHHEMAE > L T ATMBARE  28#T L6 2k

PRy 0 P BRBE £ o

A member of a fraud ring who receives a commission in exchange
for withdrawing illicit funds from ATMs or claiming valuables from
the victim in person.

2.8 22 2 3 RPN AR RIEB CRF R HEE T
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The accomplice does not need to be highly skilled, but they run the
highest risk of being arrested. They are considered to be expendable

fall guys.
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Where Do Accomplices Come From?

© LitHAERE - FEXGIRARLNEEASEED L
Scammers use the Internet and members of peer groups to attract

morally compromised young people to become accomplices.
2 2?%%@&%%”%&1%&’H§?W%~ﬁ%%§éé’

Fraud rings publish recruitment information online, pretending to
need assistance with accounting and bookkeeping and collecting

gambling money to lure in the public.
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What Happens to Accomplices?

¢ ] AlE el ot g (Ve T s BT S R R
@"‘ AT T ,‘\:?,J £ )
Increased penalties for fraud under the Criminal Code (Fixed term of
imprisonment of 1-7 years, with possible fine of up to NT$I
million)

$ 2&#« PRIEG (ar? M 2T 3 HREA FEPTE
o AT &)

Regulations on organized crime (Fixed term of imprisonment of 6
months to 5 years, with possible fine of up to NT$10 million)

e 3AFRY (BRI AFTwD L L)
Civil compensation (victim can demand compensation from the
accomplice)
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Misconceptions About Servmg as an
Accomplice to Fraud i

c BEIARIPE LSRR EREEFESE G I
Serving as an accomplice is just helplng to collect packages (money), and is not engaging in a crime;
therefore, it does not constitute fraud.

£ Pl Ty SRR EEFL 0 RT AT E R
»Because committing a crime is a prerequisite for their actions, they are an accomplice to fraud.

S (ke T e B T R e
Minors serving as accomplices cannot be imprisoned.

. PR ERD L EZREBE RSV AR VKT o
» Although minors will be tried in juvenile court, they still can ultimately be sentenced to reformatory
education.

s FEILIBAALT TRAEIGH > pf F o
Serving as an accomplice is a personal decision. Even if I’'m arrested by the police, only I will be held
responsible.

. PEEIR B L AR A E A > RAEFIBTHE T FE A A A A ERTEAL B FRERR
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»Even if the accomplice is a minor, in accordance with the stipulations of Article 187 of the Civil Code, “A
person...limited in capacity to make juridical acts, who has wrongfully damaged the rights of another, shall
be jointly liable with his guardian for any injury arising therefrom...” Therefore, the accomplice’s parents
(guardian) will face a large sum of compensatory damages.
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Remember everyone, if you encounter suspicious
phone calls, first, stay calm! Then, call the Anti-
Fraud Hotline to request verification!
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